Group 5

Questions

Group 1 Question: As Office 2.0 becomes increasingly widespread and used in the office, employees can now spend time working on office documents that were previously only accessible from the physical office. Should employees be compensated for working on office projects outside the office, and how can this be practical for employers?

Answer: For the most part, yes, employees are compensated for the work they do regardless of place. Not all businesses attest to this, but more often then not, an employee is getting paid for a job, and will be, and should be paid for the time they devote to the project. This can, and has been taken advantage of by some people, and must be able to show that work has been done.
Group 2 Question: Synchronization seems to be a very useful tool for businesses, companies, and for the general public in which it allows documents and files to be available to anyone virtually anywhere. Although this is very helpful and convenient, are there any extremely severe risks associated with the use of synchronization?
Answer: Aside from the much discussed risks of security, another big risk that gets less “airplay” is the risk of the server company disappearing altogether. For the most part, people seem to be sticking with companies that really don't seem to be candidates...Google and Amazon probably aren't going anywhere. But, with so many smaller companies providing (sometimes free) alternatives, there runs the risk of a company going out of business. Then its a matter of scrambling to figure out how to get back your data, if you even can.

The security issue is never going to go away. There will never be a 100% unbreakable system. Just like there will never be 100% certainty that your home won't be broken into.

However, the best you can do (for both issues) is to stick to well known, well received, large and seemingly stable companies. Do your homework, and alleviate some stress.

Group 3 Question: With the invent of Office 2.0 and cloud storage, is there an estimated data storage growth rate? and are there any measures being taken by cloud storage providers such as deduplication to more efficiently store data?


Answer: Virtual storage solutions can be separated into 2 different types of storage: file-based and object-based storage. Companies such as Amazon and Google use the object-based approach, while EMC Isilon, NetApp Cluster Mode, HP Ibrix and Red Hat's Gluster technology all use the file-based system. Combined, the storage growth is predicted to increase to about 24.5% per year, from 2013 to 2017. Due to their flexibility, the virtual storage growth rate have already far exceeded that of physical storage growth rate.

As technology progresses, so too does the need to efficiently handle all those data. In recent years, storage efficiency has matured to the point where it is slowing the growth of virtual storage growth. Cloud-based storage services utilize efficiency techniques such as data de-duplication, data compression and thin provisioning in order to gain more capacity within already existing limits. Despite these techniques, each cloud storage service still have their own user limitations, whether it be a limited file size or limited storage size based on tiers, in order to control the amount of virtual storage being allocated.
Group 4 Question: Synchronization of everything, especially the password synchronization app you talked about, seems to present an extreme vulnerability that could be exploited by identity thieves. How do the companies that are utilizing synchronization protect themselves from liability that seems pretty much built in due to what they are doing?
Answer: Aside from being smart in handling private data for preventative measures, there is a specific form of liability insurance designed for the internet and cyber attacks. Cyber Insurance, while still new, is growing in popularity, and it covers loss of intellectual properties or private data due to cyber theft, corruption, hardware failure and many other issues one might face, regarding digital properties.
Group 5 : Our Group
Group 6 Question: In 2011, some gmail users noticed that messages, contacts, and labels had gone missing from their accounts. Google acknowledged the issue and admitted that problems with their servers had forced them to roll back to a previous (several days old) backup.
Answer: Google is responsible the moment the severity of the issue has been confirmed. Even though it had only affected a small portion of users, it weakens the notion of reliability of their system. However, they cannot be liable for what type of content is being stored in their system, and this goes for all other synchronized services as well. These services either enhance or provide alternatives to existing tools already in place. As such, the services are used at the discretion of the users. Service reliability has been increasing, but no service can ever be 100% reliable. In this case, Gmail experienced a bug when rolling out and update for their storage software.
Group 7 Question: In Office 2.0, how businesses will be affected by storing all their documents in online environments and tools?

Answer: This will allow employees access to them from anywhere as long as there is an internet connection. This will also allow work to be done from anywhere, and will give the employees the ability to work from anywhere. This design also has many different ways to be hacked and stolen, which is why most businesses opt to have a dedicated server that is accessed, and documents are saved there instead of the internet. 
Group 8 Question:
Group 9 Question: Considering the fact that businesses using Office 2.0 have a more dynamic way of updating/transferring work files within its workplace, organization and/or employees, do you think we could see a change in terms of "working schedule" now that employees have the luxury to access the system and files from outside the usual "office"? How can this possible change (or no change) affect the salary of these employees in the future? Can businesses try giving "house only" jobs for less wage?
Answer: Haven't we already seen a change in “working schedule”? Before even delving into the work place, look no further than FAU. Our school is maybe one or two holdout classes away from offering full degrees online through the use of synchronized operations. In the workplace, more and more work hours are spent at home, more and more meetings are held from a group of satellite locations, etc…
As far as “will this change the employee salary”? I don't think so, no. Certainly, there will be some companies that attempt to offer a lower salary as a trade-off for the “perk” of being able to work away from the office. However, specific to the fields of Computer Science and Computer Engineering, I feel that a good employer will always pay for expertise ahead of hours, and a employee worth his/her salt would certainly know to require as much.

Group 10 Question: Analyze a recent failure of the synchronized web or concurrency.

Answer: A failure would be back in 2011, there was a mass hacking where a few hundred US official’s accounts were stolen, which included the access to all files used by them. This showed that the security in Google was not up to par, and had since upgraded their security to protect from more and more malicious software, and hackers.

